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QUESTION 1:
The defaultWebLogicAuthentication provider mandates which feature(s)?

A. Minimum password length
B. Mandatory password expiration
C. Mandatory special characters in passwords
D. A and C
E. B and C

Answer: A

QUESTION 2:
AWebLogicserver Web tier cluster has four managedWebLogicservers with a Web
application deployed in expanded from (not in a WAR file) that contains
frequently-modified resources, such asJSPsand HTML pages.
Given the same conditions, except with the Managed Servers NOT or the same physical
machine and NOT having access to the expanded Web application files, how should the
Web application be deployed?

A. Deploy the application to the cluster; set the stage mode to stage.
B. Deploy the application to the cluster; set the stage mode tonostage.
C. Deploy the application to the cluster; set the stage mode to external stage, then
manually copt the Web application to each Managed Server's stage directory.
D.The application cannot be deployed unless each Managed Server has a shared file
system that contains the Web application files.
E.A or C

Answer: C

QUESTION 3:
What happens to a JMS messagethat timesout in a Queue?

A. The message is immediately delivered to the consumer.
B. The message is immediately returned to the producer.
C. The message is handled according to the expiration policy that is defined for the
Queue.
D. The message is sent to a distributed destination.
E. The message is persisted to a JMS store.

Answer: C



QUESTION 4:
Consider aWebLogicDomain that consists of an Administration Server and four clustered
Managed Servers. Each server is running on its own hardware using JVM 1.4.1. The
Managed Servers are running on dedicated dual-CPU servers.
Management is concerned that the Administration Server in your domain is a single point
of failure. How do you answer this concern?

A. Crate a separate Administration cluster.
B. Enable Managed Server Independence mode.
C. Deploy the Administration application into the cluster.
D. UseNodeManagerto enable Restart.
E. Turn on Administration Server Replication.

Answer: B

QUESTION 5:
Which of the following is a validWebLogicserver error number?

A. ERROR-000351
B. SERVER-ERROR-000351
C. WKS-000351
D. BEA-000351
E. CRITICAL-000351

Answer: D

QUESTION 6:
What advantages are realized by configuring Machines for Managed Servers in
aWebLogicdomain?

A. Machines help configureHttpSessionfailover.
B. Machines are required byNodeManager.
C. Machines simplify application deployments.
D. A and B
E. A and C

Answer: D

QUESTION 7:
A Performance Pack can provide a significant improvement inWebLogicperformance.
What does a Performance Pack do?



A. It enables processor hyper-threading.
B. It locks RAM to prevent paging.
C. It enables native I/O.
D. It uses prioritized Execution Queues.
E. It allowsWebLogicto allocate RAM dynamically.

Answer: C

QUESTION 8:
To allow Managed Servers to restart automatically after failure, which of the following is
required?

A. SNMP Restart must be enabled in the Administration Server
B. NodeManagermust be configured to auto restart failed servers
C. The managed server must bestartedwithWebLogic.autorestart=true.
D. Both A and B
E. Both A and C

Answer: B

QUESTION 9:
Consider aWebLogicDomain with an (external) LDAPAuthentication Provider and multiple
Authorization Providers. The DefaultWebLogicAuditing Provider is enabled.
How can you add new users to the system?

A. Through theWebLogicAdministration Console
B. Through the LDAP server console
C. Directly, by editing theconfig.xmlfile
D. B and C
E. A and B

Answer: E

QUESTION 10:
If an Administration Server is running on Port 80 and is exposed to the WAN, how can you
prevent users from trying to access theWebLogicConsole?

A. Enable the Administration port.
B. Turn off theWebLogicConsole.
C. Turn off HTTP tunneling.



D. Boot the server in Production mode.
E. Configure Secure Sockets Layer (SSL).

Answer: A


